VMware’s Content Locker™ protects sensitive corporate content, removing risk and complexity with a carry-on application to secure access, data migration and collaboration on the go — delivered on mobile devices.

**VMWARE SECURES CORPORATE DATA ON MOBILE DEVICES**

VMware provides secure access to enterprise data, allowing employees to work anytime, anywhere, and on any device. Whether it is for a doctor reviewing a medical chart or a field worker reviewing flight manuals, this solution makes the latest documents available on mobile devices.

**USING THE SAME ACROSS SECTIONS**

VMware provides secure access to enterprise data, allowing employees to work anytime, anywhere, and on any device. Whether it is for a doctor reviewing a medical chart or a field worker reviewing flight manuals, this solution makes the latest documents available on mobile devices.

**APPLICATIONS**

- **Airlines**
  - United Airlines replaced 40 lb. flight bags, securely distributing the latest flight manuals, reports and audits, customer financial statements, stock market research, and more.
- **Field teams**
  - By 2016 apps will be the primary entry point to mobile data, with 65% of mobile employees and 87% of business users using mobile apps to access corporate data.
- **Healthcare**
  - The Oakland, CA, Police Department now captures on average almost 7% of data per month.
- **Policing and government**
  - Secure access to sensitive data, including government financial data and reports, without risk of data loss.
- **Banks and financial institutions**
  - Cloud users are averaging leveraging 6 different clouds (3 public and 3 private).

**USE CASES**

- **Airlines**
  - United Airlines replaced 40 lb. flight bags, securely distributing the latest flight manuals, reports and audits, customer financial statements, stock market research, and more.
- **Field teams**
  - By 2016 apps will be the primary entry point to mobile data, with 65% of mobile employees and 87% of business users using mobile apps to access corporate data.
- **Healthcare**
  - The Oakland, CA, Police Department now captures on average almost 7% of data per month.
- **Policing and government**
  - Secure access to sensitive data, including government financial data and reports, without risk of data loss.
- **Banks and financial institutions**
  - Cloud users are averaging leveraging 6 different clouds (3 public and 3 private).

---

**VMWARE SECURES CORPORATE DATA FOR THE MOBILE WORKFORCE**

VMware’s Content Locker™ protects sensitive data from being shared outside the enterprise, minimizing the risk of data loss and simplifying access and collaboration on the latest documents, anywhere, anytime.

**Employees use unsecured mobile devices for work**

Corporations perceive mobile devices as IT security’s weakest link.

- 81% of employees use their mobile devices for work.
- 67% of mobile users access corporate data.

**81% of employees use their mobile devices for work**

Corporate users are increasingly using their mobile devices for work while protecting personal information.

**By 2020 mobile devices will be the primary entry point to corporate data**

By 2020 mobile devices will be the primary entry point to corporate data, with 65% of mobile employees and 87% of business users using mobile apps to access corporate data.

---

**CONTENT LOCKER SECURES CORPORATE DATA FOR MOBILE WORKFORCE**

VMware’s Content Locker™ protects sensitive corporate content, removing risk and complexity with a carry-on application to secure access, data migration and collaboration on the go — delivered on mobile devices.

**Aggregates data on all content and locations**

- All corporate documents are available from a single access point.
- Resources include documents from SharePoint, Office 365, Box and other cloud providers.
- Documents are aggregated from multiple locations.
- Users can add custom folders to aggregate data from various locations.

**Encrypts sensitive corporate content with AES 256-bit, FIPS 140-2 encryption**

- Secure the latest documents, reports and audits, as well as customer financial statements, stock market research, and more.
- Secure sensitive data at-rest, in-transit, and in-use.
- Access files from any device, anywhere, anytime.

**Accesses sensitive corporate content from anywhere, anytime, anyone**

- Access the latest content from any device, anywhere, anytime.
- Access files from any device, anywhere, anytime.
- Support easy methods for content creation, sharing, collaboration and review.

**Enables enterprise-grade security and compliance**

- VMware provides seamless access to corporate data on the go, making it easy for employees to securely access their work data.
- VMware provides secure access to corporate content, removing risk and complexity with a carry-on application to secure access, data migration and collaboration on the go — delivered on mobile devices.

---

**Implement best-in-class security using VMware Content Locker to provide secure access to sensitive data in multiple devices.**

---

**In the workplace**

In the workplace, employees are using their mobile devices to work on their corporate data, with 81% of employees using their mobile devices for work while protecting personal information.

**Across teams**

Across teams, employees are collaborating on documents, with 65% of mobile employees and 87% of business users using mobile apps to access corporate data.

---
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